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May 22, 2023 
 
 
 
 
 
Dear Trust Member, 
 
The UAW Retiree Medical Benefits Trust (the “Trust”) strives to provide its members with 
comprehensive benefits, which include offering an over-the-counter (OTC) benefit (health and 
medical supplies) through a contracted third-party vendor, NationsBenefits (Nations). You may 
have recently received a letter from Nations informing you of a cybersecurity incident that 
occurred with Fortra, LLC. The Trust is contacting you to confirm the legitimacy of that letter 
and provide instructions regarding how to sign up for free credit monitoring.  
 
This credit monitoring service is offered to anyone eligible for the Trust’s OTC benefit between 
January 1, 2022, and April 4, 2023. The Trust is also providing this service to the estate of 
deceased persons, as well as any dependents who may no longer be eligible for Trust coverage 
but were impacted by the cybersecurity incident.  
 
Members must enroll in the complimentary 24-month credit monitoring through Experian 
IdentityWorks before August 31, 2023. A unique activation code was included in the letter you 
received from Nations in early May. If you still have the original code, it will continue to work. 
However, if you have lost it, you can activate your membership and start monitoring your 
personal information by following the steps below. 
 
 

To activate your membership online: 
• Visit the Experian IdentityWorks website at experianidworks.com/credit 
• Click “Get Started”   
• Create your account using the activation code: 9PD8R6QSQW 

 
If you prefer to activate your membership by phone, call Experian’s customer care  
team at 800-984-8168 and provide reference code B092082, Monday through Friday,  
9 a.m. – 11 p.m. and Saturday through Sunday, 11 a.m. – 8 p.m., ET. 
 

 
A credit card is not required for enrollment in Experian IdentityWorks.  
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Return Mail Processing
PO Box 589
Claysburg, PA 16625-0589

April 13, 2023

J2993-L07

Dear Sample A. Sample:

NationsBenefits Holding, LLC, and its affiliates and subsidiaries (collectively, “NationsBenefits” or “we”),
provide benefits administration services to your health plan provider. We place a high value on maintaining the
privacy and security of the information we maintain for our health plan customers. Regrettably, this letter is to
inform you that a vendor we used to exchange files in furtherance of the service provided to you was recently
the victim of a cybersecurity attack, which impacted some of your personal information. This letter explains the
incident, the measures we have taken in response and the steps you can take.

What Happened? NationsBenefits used software provided by a third-party vendor, Fortra, LLC (“Fortra”), to
securely exchange files with your health plan. On or around January 30, 2023, Fortra experienced a data security
incident in which a malicious actor(s) accessed or acquired the data of multiple organizations, including
NationsBenefits. When we learned of this incident on February 7, 2023, we immediately took steps to secure our
systems and launched an investigation, which was conducted by an experienced outside law firm and a leading
cybersecurity firm. As part of our investigation, NationsBenefits analyzed the impacted data to determine
whether any individual’s personal information was subject to unauthorized access or acquisition. On [Discovery
Date], NationsBenefits confirmed that, unfortunately, some of your personal information was affected by the
incident.

What Information Was Involved? The personal information involved included your [data elements].

What We Are Doing? Data privacy and security are among our highest priorities, and we have extensive
measures in place to protect information entrusted to us. Upon discovering the incident, we immediately took
steps to mitigate the risk to our clients and personal information. We immediately stopped using Fortra’s
software and worked with experienced legal counsel and a leading cybersecurity firm to conduct a
comprehensive investigation of the incident.  We also notified law enforcement authorities. To help prevent
similar incidents from happening in the future, we have implemented and are continuing to implement additional
procedures to further strengthen the security of our IT system environments.

What You Can Do? We encourage you to remain vigilant against incidents of identity theft and fraud, to
review your account statements, and to monitor your free credit reports for suspicious activity and to detect
errors. Enclosed with this letter are some steps you can take to protect your information.
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https://www.experianidworks.com/credit
https://nationsbenefits.com/incidentsupport
https://uawtrust.nationsbenefits.com/login
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